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Decision/action requested

Request for approval of the contribution.
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Rationale

3GPP TR 37.817 clause 4.1 describes the high-level principles should be applied for AI-enabled RAN intelligence. This includes: User data privacy and anonymisation should be respected during AI/ML operation. Also, the latest version of this TR concludes that these high-level principles shall remain valid during normative phase. Also, the Key Issue #1 already identifies the security threat related to user data privacy. Accordingly, security requirements should be defined for this key issue.
This contribution presents potential security requirements for Key Issue #1, and based on conclusions in RAN3 TR, proposes to remove the Editor’s Note.
4
Detailed proposal

******************** Start of Changes ************************************************************
5.1.3
Potential security requirements

5G System shall be able to ensure that user privacy is not compromised when data is shared for RAN AIML use cases when the model is getting trained at OAM.

5G System shall be able to ensure that user privacy is not compromised when data is shared for RAN AIML use cases when the model is getting trained at RAN Node.

************************** End of Changes *******************************************************
